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Eﬂﬁﬁmiﬂmﬁ (Cloud Service Customer : CSC) LLazm’laJL?ismmﬂ;ﬂﬁﬁmmaﬂﬁ (Cloud Service
Provider : CSP)

0.5 1A39A319UR A TFIY
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0.0 Wlsuesuanuiuastlasndasaumna (Information Security Policies)
oo Tassasesinsdurmuiunaenuansaumne (Organization of Information Security)
0. NMIUHURNUNY seideu TadsAu (Compliance)
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- NANTENUTEAUNANS : 1ATUN1T5UTRelnenU891UlAus MInTI93UTes (Certify Body)
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ANL950U o U Uszneudiensnsiadusedulil o wazn1snsaedsalulil o wae o wazldsunis
%’Uiawmmmgm ISO/IEC 27017 Certification %38 CSA STAR Level 2/CCM uag ISO/IEC 27018
Certification Waz 1SO/IEC 27701 Certification tustsiias
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o N15819997ABadae (Normative Reference)

- ISO/IEC 27017:2015 Information technology — Security techniques — Code of practice
for information security controls based on ISO/IEC 27002 for cloud services

- ISO/IEC 27018:2019 Information technology — Security techniques — Code of practice
for protection of personally identifiable information (PIl) in public clouds acting as Pl
processors

- ISO/IEC 22123-1:2023 Information technology — Cloud computing Part 1: Vocabulary
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¢.0.0 UlgU18AUANLTUAIUaDAABETEUNA (Information Security Policies)
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Communication Technology Supply Chain)
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Management)
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Information Security Events)
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